**Seminar 3: Evaluation Exercise**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Scale 1-5** | **Ease of Install** | **Ease of Use** | **Flexibility** | **Licensing** | **Privacy** | **Reputation** |
| Metasploit | 5 | 3 | 5 | 5 | 5 | 5 |
| Nessus Vulnerability Scanner | 4 | 4 | 3 | 3 | 5 | 3 |
| Nmap | 5 | 5 | 4 | 5 | 5 | 4 |
| Burp Suite | 5 | 5 |  | 3 | 4 | 4 |
| OWASP ZAP | 3 | 4 | 3 | 5 | 4 | 4 |
| SQLmap | 4 | 4 | 3 | 5 | 4 | 4 |
| Kali Linux | 3 | 3 | 5 | 5 | 5 | 5 |
| Jawfish | 4 | 4 | 5 | 5 | 4 | 4 |

Nowadays, with the blooming in the computing community, one can find multiple tools to perform a required task. This allows the user to decide which software works best for him from a big range, as different applications provide different services.